
MEDCRED is a registered trading name of Raoof Consultancy Limited. 
By registering with MEDCRED, you agree to the following terms which govern 
your relationship with MEDCRED and the services provided. 

MEDCRED respect your privacy and are committed to protecting your personal 
data. As Data Controller, MEDCRED is responsible for complying with the relevant 
requirements under the GDPR in respect of the personal data that it holds in 
connection with all contractual relationships. This privacy notice informs you as to 
how we look after your personal data when you visit our website and registration 
systems (regardless of where you visit from) and tells you about your privacy rights 
and how the law protects you. 

The following definitions apply to these “Terms”: 

“Healthcare Provider” the various hospitals, care centres or other similar 
healthcare organisations which you attend.  

“Issue Date” the date you are issued with your original ID Card.  

“ID Card” your unique identification card issued to you by MEDCRED. 

“Staff” authorised members of staff at the Hospitals. 

“Website” the website at www.medcred.online, and/or as otherwise notified from 
time to time.  

“Working Day” means a day (other than a Saturday or Sunday) when banks in the 
City of London are open for business. 

1 Applicable Terms: Your use of MEDCRED accreditation offering is governed by 
these Terms and our Terms of Use, Privacy Policy and Cookies Policy. In the event 
of a conflict these Terms shall prevail. 

2 Term: Your registration with MEDCRED shall remain valid, subject to these 
Terms, for one (1) year from the Issue Date (Term), following which, registration 
shall automatically expire, unless renewed via the Website. 

3 Accreditation: You are responsible for ensuring your Accreditation remains valid, 
current and up-to-date throughout the Term. In the event that your Accreditation 
lapses, or becomes invalid for whatever reason during the Term, it is your 
responsibility to renew your accreditation and and upload on MEDCRED website. 



Once your accreditation has elapsed, In the period of “non-accreditation” we will 
disable your ID Card and you may not be permitted access to areas of critical care 
until Accreditation is achieved to our reasonable satisfaction. 

4 Checks: You are responsible for ensuring your Accreditation remains valid, 
current and up-to-date throughout the Term. In the event that your Accreditation 
lapses, or becomes invalid for whatever reason during the Term, you will be 
required to complete additional Courses in order to renew Accreditation and your 
registration with MEDCRED. In the period of “non-accreditation” we will disable 
your ID Card and you may not be permitted access to areas of critical care until 
Accreditation is achieved to our reasonable satisfaction. 

5 Your Information: When registering with MEDCRED you agree that we may 
collect and process the following information about you: 
i. information provided when applying for an ID Card, including your name, job title 
and one form of photographic identification;  
ii. information relating to your Garda vetting and health checks, if applicable; 
iii. information relating to your level of Accreditation and the Courses you have 
completed, including any applicable exam results and/or certificates relevant to 
such Courses;  
iv. when you access areas of critical care within the Hospitals, we may also track 
certain information about your visits, including the date and time you enter and 
leave such areas and who you are visiting; and 
v. if you contact us, we may keep a record of that correspondence. 

6 Disclosure of Your Information: You agree that we may use any information 
which we hold about you in the following circumstances and that we may disclose 
any such information to third parties: 
i. to provide you with access to MEDCRED services;  
ii. to allow Staff to confirm your identity and determine whether access to areas of 
critical care should be granted to you; 
iii. to allow Hospitals to track details of your visits to the Hospitals and audit such 
tracking information for internal purposes;  
iv. in the event that we sell or buy any business or assets, in which case we may 
disclose your information to the prospective seller or buyer of such business or 
assets; 
v. if we are under a duty to disclose or share your information in order to comply 
with any legal obligation, or in order to enforce or apply our Terms of Use, Privacy 
Policy, Cookies Policy and any other agreements;  
vi. to protect our rights, property, or safety, or that of our customers, or others (this 
includes exchanging information with other companies and organisations for the 
purposes of fraud protection); 
vii. for the prevention of crime, in accordance with the law, regulatory or governing 
body, for the purposes of preventing injury or harm to you; or 
viii. otherwise in accordance with these Terms. 
PLEASE NOTE: YOUR PARTICIPATION IN MEDCRED CONSTITUTES YOUR 
AGREEMENT TO YOUR INFORMATION BEING HELD AND USED AS 
DESCRIBED IN THESE TERMS. 



7 ID Cards: Your ID Card contains a unique reference number, which Staff will 
input into the Website to access the above information about you in order to verify 
your identity and determine whether you are permitted to access areas of critical 
care. You must treat all information associated with your ID Card as 
CONFIDENTIAL and must not disclose your unique reference number to any 
person, other than as strictly necessary for your use of MEDCRED. You must 
promptly notify us on +353866047252 or at info@medcred.online in the event that: 
i. you know or suspect that any unauthorised person is using (or attempting to use) 
your ID Card or knows your unique reference number; 
ii. you forget your ID Card when attending a Hospital; or 
iii. you lose your ID Card (or suspect it has been stolen and/or copied). 

8 Your obligations: All information you provide to us, including but not limited to 
your photographic identification, must be true and accurate, current and complete. 
If there are any changes to the details supplied to us please inform us straight away 
at info@medcred.online. If you renew your ID Card, you are required to update your 
details with us. You are responsible for complying with all health and safety rules 
and regulations and any other reasonable security requirements that apply at any of 
the Hospital premises and that have been communicated to you by the Hospital, 
whether through MEDCRED or when attending the Hospital. You will not use your 
ID Card for any fraudulent or criminal purpose and you will not, under any 
circumstances, permit (whether directly or indirectly) any other person to use your 
ID Card. 

9 Our Rights: We reserve the right to disable your access to MEDCRED at any 
time in the event we reasonably believe you are not suitably Accredited or you have 
failed to comply with any of the provisions of these Terms. 

10 Intellectual Property Rights: We are the owners (or the licensees as the case 
may be) of all intellectual property rights (including without limitation copyright, 
patents, trademarks, design rights (whether registered or unregistered) and 
database rights) which may exist in connection with MEDCRED. You are only 
permitted to use such content in accordance with these Terms. 

11 Information Storage: The information we collect through MEDCRED may be 
transferred to, and stored at, a destination outside the European Economic Area 
("EEA"). It may also be processed by staff operating outside the EEA who work for 
us or for one of our suppliers. Such staff may be engaged in, amongst other things, 
the provision of MEDCRED services. By submitting information through MEDCRED 
website, you agree to this transfer, storing or processing. We will take all steps 
reasonably necessary to ensure that all data is treated securely, in accordance with 
these Terms and in accordance with the Data Protection Act 2018. 

12 Jurisdiction and Applicable Law: These Terms and any dispute or claim 
arising out of or in connection with them or their subject matter or formation 
(including non-contractual disputes or claims) shall be governed by and construed 
in accordance with the law of The Republic of Ireland and the courts of Ireland shall 



have exclusive jurisdiction to settle any dispute or claim that arises out of or in 
connection with these Terms or their subject matter or formation (including non-
contractual disputes or claims).




